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Malware Fraud

your data. One of which is installing malware to your device putting your personal and 

Follow these DON’Ts: 

1. Don’t click and hyperlinks embedded in suspicious message/emails.
 Scammers can steal your personal information or even access your phone 

by triggering the malware when you click fake links. 
2. Don’t scan QR codes from suspicious or unknown sources. 

 Harmful links may hide in QR code which may steal your personal 
information. 

3. Don’t download apps from suspicious links. 
 The link may contain malware. Download and install apps provided by 

REMEMBER:

Never grant full control of your device or share your screen unless you’re sure of the 
authenticity of who you’re sharing with. 


